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A dedicated supporter of CREST for many years, Rowland 
was instrumental in CREST’s international growth, playing a 
key role in the creation of CREST in Singapore and America.

“I feel hugely privileged by the support from CREST’s 
elected members and regional chairs for my appointment 
to this prestigious role,” said Rowland Johnson who was a 
founding director of cyber security company Nettitude and 
oversaw its acquisition by Lloyd’s Register in 2018.

“I will be working closely with Ian and the whole of the 
CREST team to ensure that the transition is as seamless as 
possible for CREST members and for everyone we work with 
across the industry, governments, regulators and academia. 

“It is important that members are always right at the 
heart of everything CREST does and we will be focusing 
on providing greater support and encouraging closer 
collaboration, helping us to take things forward so that we 
are able to build on Ian’s legacy. He leaves CREST in a very 
strong position.”

Ian Glover retired as President of CREST on 1 September  
after almost 13 years in the role. He will continue 
supporting CREST projects internationally until 1 December.

“Having worked closely with Rowland for six years while he 
was a member of the CREST GB Executive, I am delighted 
that he is taking up the President’s role,” said Ian. 

Rob Dartnall, Chair of CREST GB said: “On behalf of the 
CREST GB Executive I would like to welcome Rowland back 
to CREST and to his position as President.

“I know the passion he has for CREST and its importance 
to the global cyber-security eco-system, along with his 
significant industry experience, make him ideal for the 
role and I very much look forward to working with him, 
alongside the CREST team.”

CREST is also seeking to recruit an Executive Director 
to oversee the running of the organisation. Samantha 
Alexander, formerly CREST’s Principal Accreditor, has been 
appointed as CREST’s Interim Executive Director for a period 
of six months to ensure stability while the recruitment 
process is under way. Sam is supported by a senior 
management team comprising Elaine Luck, Operations 
Manager, and Richard Beddow, CREST’s Financial Controller.

Rowland Johnson appointed CREST 
President 

Rowland Johnson’s 
appointment 
was unanimously 
approved by the 
CREST GB Executive 
and CREST’s regional 
Advisory Boards in 
the USA, Australia 
and Southeast Asia.
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Proposals for a new CREST structure and 
council elections

CREST is committed to providing its members with the 
ability to shape and influence all of its strategic initiatives. 

The structure that was formed in 2006 has served us well, 
however to allow us to engage more effectively with our 
membership it is necessary to re-organise and conduct a 
series of democratic elections.

We have been working with an international steering 
committee since 2020 to get feedback on how the 
organisation needs to evolve. The committee comprised 
representatives from our international Advisory Boards, GB 
Executive, Assessors and members of the CREST internal staff.

The proposal is for a new structure based around country and 
regional councils each comprising elected representatives. 
These bodies will feed into a single International Council 
which includes representation from each region. 

As a consequence, we plan to hold regional elections for 
our South East Asian Council, Australian Council and our 
North American Council on 1st and 2nd of December 
2021. These bodies are currently called Advisory Boards.

There will be no need to run explicit elections for the 
International Council as it will be formed from a series of 
elected representatives taken from local and regional councils.

In parallel, we will form a new Council focused on the 
European Union and we hope to run elections for this over 
the same timeline. CREST GB already has a democratically 
elected Council, the GB Executive, and there will not be 
another election for this Council until June 2022.

Rowland Johnson, CREST’s President, said: “This is a 
historic moment for CREST that will amplify our members 
voices and provide greater opportunity to influence the 
global cyber security market.

“I want to thank all of the CREST stakeholders who 
have helped to get us to where we are today. Together 
our unified approach allows us to shape and stimulate 
legislation and government policy. Through our 
accreditation and certification schemes we continue to 
improve the capabilities of the industries we serve.”

We have held member company briefing sessions across 
four time zones prior ahead of the elections to provide 
you with the required information. 

Each region will have a meeting at which to vote in 
member company representatives, each held at specific 
times for that region.

Further information on the election criteria and process has 
been sent to eligible members in each region.

We will be setting up an EGM for CREST International for 
adoption of new Articles of Association which will allow for 
this new structure to be fully implemented.

Emil Tan elected as Regional Advocate 

Congratulations to Emil on 
his election by the CREST Asia 
Advisory Board as Regional 
Advocate for CREST in South 
East Asia. Emil, who is the  
Chief Operating Officer 
(COO) of cybersecurity talent 
development company Red 
Alpha, will act as an 
ambassador for CREST in 

the region to support our members and help shape our 
strategy locally, regionally and globally. He took up his 
position on 8 November.

“I am absolutely honoured to be elected the Regional 
Advocate for South East Asia,” said Emil who also 
founded and runs Singapore’s largest cybersecurity 
community group, Division Zero (Div0). 

“I look forward to bringing the full depth of expertise 
and research from CREST’s international ecosystem to the 
region, to enhance and enrich our regional cybersecurity 
capacity. 

“I am excited to work closely with the Asia Advisory 
Board, and other CREST accredited organisations and 
certified individuals, to build a vibrant and supportive 
cybersecurity community of practice in the region.”

Emil’s role includes promoting CREST corporate 
membership and individual certification; providing 
guidance on local activities, initiatives or strategies; 
engaging with local training providers and academia; 
providing feedback on regional or country-specific issues 
and recommending potential research and development 
proposals.

“I am delighted to welcome Emil to this important new 
role South East Asia,” said Rowland Johnson, President of 
CREST. 

“Emil’s knowledge, experience, energy and contacts 
will be of tremendous benefit to CREST members, our 
partners and key stakeholders in their work to support 
and develop the cybersecurity industry across the region.

“There are lots of really exciting opportunities in South 
East Asia. In Emil we have another team member in-
country who is able to champion these conversations 
moving forward.”

Emil chairs Singapore’s Cyber Youth Singapore (CYS) and 
is a co-Founder and permanent member of the Global 
Cybersecurity Camp (GCC) which is an Asia-Pacific talent 
development programme.

AlanThomson
Cross-Out
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Fellowship Event

Congratulations to everyone who was 
awarded their CREST Fellowship this 
year in 2021.  The award is given for 
outstanding level of commitment to the 
technical information security industry and 
the highest level of excellence in CREST 
examinations. The occasion was marked 
with the legendary Fellowship ceremony 
and dinner on 11 November at the Royal 
College of Physicians in London. Awards 
were presented and everyone thoroughly 
enjoyed the food, drink and a variety of 
games.

A CREST Fellowship is awarded for life 
and Fellows are allowed to use the CREST 
Fellowship title FCREST in personal and 
business activities.

CREST’s Access to Cyber Security Event

Thank you to everyone who attended CREST’s annual 
Access to Cyber Security Event, which was held online 
over two days on 22 and 23 September. Over 200 people 
registered to attend the range of workshops and webinars 
focused on promoting careers in cyber security, talent 
retention, wellbeing and ensuring careers are made 
accessible to everyone. 

The overriding aim of the event and the ongoing work 
CREST is doing is to attract more diverse people to the 
industry, as well as providing genuine help and making a 
difference to wellbeing for all who are already working in 
the cyber security industry.

Here is a list of the video and other content form the event:

Webinar: Exploring the Gender and Race Gap in Cyber 
Security, Stephanie Itimi, Founder, Seidea – Watch on 
youtube: https://youtu.be/vIC4q2GoAhI 

09:00 Workshop: Exploring the Gender Gap in Cyber 
Security with Eleanor Dallaway – A new report from 
Eleanor will be available in November to read her previous 
report go to: https://www.crest-approved.org/wp-
content/uploads/CREST-Gender-report_202004.pdf 

Workshop: Socio Economic status and career 
development with Nigel Harrison – A report will be 
available in December

Webinar: Stress & Burnout in the Cyber Security Industry, 
David Slade, Psychotherapist – Watch on YouTube – 
https://youtu.be/6X_0WfgTeiY 

Workshop: Stress & Burnout in the Cyber Security 
Industry, David Slade, Psychotherapist – The 2019 
report is available for download here: https://
www.crest-approved.org/wp-content/uploads/
StressBurnout-2020.pdf 

Webinar: Physical Disability: Addressing the accessibility 
challenges in a Technical Security Career, Karen Bolton, 
Chief Executive Officer, Nettitude Group – Watch on 
YouTube: https://youtu.be/MXhXvNg6XyM 

CREST Threat Intelligence Focus Group 

The CREST TI Focus 
Group is delighted to 
welcome Luca Berni from 
PwC in Hong Kong as 

its newest sub-committee member. CREST would also 
like to thank Tim Haines (BT Security) for his input to the 
progress of the Focus Group over the last three years. Tim 
will remain engaged with the TI assessor group.

Rob Dartnall (Security Alliance) was recently re-elected as 
Vice-Chair of the TI Focus Group and in this capacity will 
continue to support Oliver Church (Orpheus Cyber) who is 
the Chair.

The full list of TI Focus Group members can be viewed 
here: CREST Threat Intelligence Professionals  
(crest-approved.org)

Continued over >

https://www.crest-approved.org/wp-content/uploads/StressBurnout-2020.pdf
https://www.crest-approved.org/wp-content/uploads/StressBurnout-2020.pdf
https://www.crest-approved.org/wp-content/uploads/StressBurnout-2020.pdf
http://crest-approved.org
http://crest-approved.org
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09:00 Workshop: Physical Disability: Addressing the 
accessibility challenges in a Technical Security Career, with 
Debbie Jones – The 2019 report is available for download 
here: https://www.crest-approved.org/wp-content/
uploads/CREST-Physical-Disability-Report_202004.pdf 

Workshop: Neurodiversity in the Technical Security 
Workplace, with Nicola Whiting – The 2019 report 
is available to download here https://www.crest-
approved.org/wp-content/uploads/2020_CREST-
Neurodiversity-in-the-Workplace-Report.pdf and is 
being updated.

Webinar: Neurodiversity in the Technical Security 
Workplace, Steve Hill, Auticon – Watch on YouTube: 
https://youtu.be/BpVoYNEDizo

CTIPs Networking Drinks, London 

Another big thank you to 
everyone who came to 
the CTIPs (CREST Threat 
Intelligence Professionals) 
Group’s Networking 
Drinks in London on 30 
September. It was the 
first face to face event 
that CREST has hosted for 
a while and it was great 
to get the opportunity 
to spend some time 

with members of the CTI community. We are all looking 
forward to the next one at the same venue – The Bull & 
Gate in Kentish Town, London – on 9 December.

If you are interested in attending the event please email 
marketing@crest-approved.org

CREST Careers Advice Evening

Thank you to everyone who attended the Careers Advice 
Evening for students on 3 November which was held online.

Following an introduction to CREST, there were 
presentations describing career paths for Penetration 
Testing, CTI and Incident Response and an opportunity for 
students to ask any questions they might have which was 
very well received. 

The event was greatly appreciated with students asking 
many interesting questions and engaging in conversation 
with the CREST experts in their field. A special thank you 
to Stuart Morgan (CREST), Tom Ellson (Jumpsec), Oliver 
Fairbank (Orpheus Cyber) and David Cannings (PwC) for 
volunteering and offering their time for this interesting 
and very informative event. 

The recording of the evening can be viewed here: 
https://youtu.be/hpAez3jOkWc

Back at exhibitions 

CREST was delighted to get to live exhibitions in the 
last couple of months. We partnered with International 
Security Expo in Olympia on 28 & 29 September and the 
National Cyber Security Show at the NEC on 7, 8 and 9 
September. It was great to see so many members at both 
of the exhibitions and have to opportunity to speak to you 
and also to spread the word to the wider community. We 
would also like to commend both of the venues and the 
organiser of both of the exhibitions, Nineteen Group for 
its COVID-19 policy.

https://www.crest-approved.org/wp-content/uploads/CREST-Physical-Disability-Report_202004.pdf
https://www.crest-approved.org/wp-content/uploads/CREST-Physical-Disability-Report_202004.pdf
https://youtu.be/hpAez3jOkWc
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Latest CREST Video Content 

We highly recommend that you subscribe to the CREST 
YouTube channel. This will ensure that you are updated 
when new videos are uploaded. You can subscribe 
automatically by clicking here: https://www.youtube.
com/crestadvocate?sub_confirmation=1 

Here is a selection of the latest video content on the 
channel:

Being an Innovator in Digital Technology - Interview with 
Professor Lisa Short - https://youtu.be/hzgciu9a2e0 

Cyber Security Awareness Month - Nigel Phair (Chair, 
CREST Australia) - https://youtu.be/0sUgDRxlCMw 

Changing to a career in cyber security - Interview with 
Amy Dumond (Network Security Analyst, NOC) - https://
youtu.be/UzbF3cOjrwU 

Cyber Security Month - Rowland Johnson (President, 
CREST) - https://youtu.be/VdpwCJCnIR0

Call for your content

We are always looking for informative and educational 
technical content that is of benefit to our members, 
new entrants to the cyber security industry, or to the 
community as a whole. We can host live webinars and 
put the content on the CREST YouTube channel –  
www.youtube.com/crestadvocate - on demand 
or pre-record a video with you and broadcast. Whatever 
works best for you. Just contact marketing@crest-
approved.org to discuss any ideas you have

In addition to this, if you would like to be interviewed as 
part of our cyber security careers series then get in touch 
on the email above.

Regional update

Threat landscape report

ENISA, the European 
Union Agency for 
Cybersecurity, has 
released its 2021 
Threat Landscape (ETL) 
report covering the 
period April 2020 to 
July 2021. This annual 
report identifies prime 
threats, major trends 
observed with respect to 
threats, threat actors and 
attack techniques, and 
also describes relevant 
mitigation measures. 

A key theme is the change in people’s work due to 
COVID-19. A hybrid way of working is likely to be a lasting 
shift and there has been a rise in the number of cyber-
attacks targeting organisations through home offices.

“When COVID-19 hit, the days where hard boundaries 
between office and home or work and social dissolved 
over a matter of months,” said Rowland Johnson, 
President of CREST. “Businesses that want to remain 
secure, need to accept this and find ways to support their 
workforces to become cyber secure 24 hours a day.  
This must extend to work tasks, home tasks and family 
tasks. All of these elements are impossible to keep 
separate and building a cyber security culture that 
traverses work and home lives interchangeably is the only 
way for organisations to become more cyber secure.”

ENISA’s report warns that many threats are on the rise 
but highlights ransomware as the prime threat faced by 
organisations, with a 150 percent rise in attacks during 
the reporting period. It is not all bad news; the report 
does note that governments are doing more and are 
combining forces to help deal with the growing threat.

“CREST and its almost 300 members are working with 
governments and regulators around the world to help 
grow the capability and capacity to fight ransomware 
and other cyber threats,” continued Johnson. “CREST 
also has an ongoing commitment to supporting the cyber 
security industry globally to upskill and meet the needs of 
individual nations and their cyber defence strategies.”

You can download a copy of the report from ENISA’s 
website: https://www.enisa.europa.eu/publications/
enisa-threat-landscape-2021/@@download/fullReport
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Members contribute to Singapore 
consultation

Thank you to the CREST members who fed into the 
consultation on the new licensing framework proposed by 
the Cyber Security Agency of Singapore (CSA).

The Industry Consultation Paper on the Licensing 
Framework for Cybersecurity Service Providers, issued by 
the CSA in September, proposes a licensing structure that 
would apply to many cybersecurity service providers (CSPs) 
doing business in Singapore.

Licensing is one of four objectives introduced by the 
Cybersecurity Act 2018 which established a framework 
for the legal oversight and maintenance of national 
cybersecurity in Singapore.

The consultation document states that it is envisaged that 
licensing could be used to raise the quality of CSPs over time.

CREST consulted members in Singapore and Asia and fed 
these into a response to the CSA consultation. 

Points raised by members included:

•  What determines quality under this new framework? In
ascertaining quality, will it take into account of the type
of services offered?

•  How prescriptive will the framework be in terms of
determining the services and approaches that CSPs
believe will best fit their clients’ requirements and/or
environments?

•  Will future plans include evaluating technical capability?

“CREST members far surpass the quality measures for CSPs as 
set out in the consultation document, and we also evaluate 
the technical capabilities of professionals through our 
certifications,” said Rowland Johnson, President of CREST.

“We are already working hard and in partnership to 
support the development of the cybersecurity industry in 
Singapore and believe that, by drawing on the knowledge 
and experience of the CREST member community, the CSA’s 
proposals will meet Singapore’s needs now and in the future.”

The CSA consultation is now closed but you can read the 
full consultation document here: Industry Consultation 
On The Licensing Framework For Cybersecurity 
Service Providers (csa.gov.sg) 

The CSA has also recently updated its National 
Cybersecurity Strategy. You can read the 2021 strategy at 
The Singapore Cybersecurity Strategy 2021 (csa.gov.sg)

CRESTCon UK 2022 - Change of Date 

CRESTCon UK will take place at the Royal College of 
Physicians in London on 13 July 2022 and not 12 May 
2022. For more information go to www.crestcon.org/uk. 
If you are interested in sponsoring CRESTCon UK, now is 
the time to get in touch. We have some excellent early 
bird rates to talk to you about that are only open to the 
first 6 sponsors. Contact Debbie Jones to discuss on 
debbie.jones@crest-approved.org.  

CRESTCon UK 2022 - Call for Papers
The call for papers for CRESTCon UK 2022 is now open

•  Stream one will be dedicated to the art of penetration
testing – its techniques, tools and of course we want to
hear your stories.

•  Stream two will be dedicated to incident response
and threat intelligence - we are interested in hearing as
many real-life stories as possible.

We are also looking for presentations that showcase 
new or on-going security research, present new threats 
and vulnerabilities or highlight advances and innovation 
in penetration testing, incident response or cyber threat 
intelligence.

If you have a proposal for a presentation, please 
email a synopsis along with your biography to 
allie.andrews@crest-approved.org by 28 February  
2022 for consideration by the CREST conference review 
committee. Speakers will be given a 30 or 45-minute 
session to include a Q&A.

CRESTCon is a key date in the industry calendar, attracting 
an impressive line-up of speakers and delegates from new 
entrants to senior penetration testers and CISOs.

Presenting at CRESTCon gives you the chance to share 
your experience, skills and knowledge with over 400 
senior delegates from the technical and professional cyber 
security industry.

http://www.crestcon.org/uk
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CRESTCon Australia 2022

Following on from the success of the inaugural 2021 event, 
CRESTCon Australia 2022 will take place in Canberra in 
April. We don’t have the date yet but as soon as we do 
you will be the first to know! A Call for Papers will go out 
as soon as the date is announced so please start thinking 
about what you may like to present. We will be looking for 
presentations on a wide variety of cyber security topics but 
they must be technical in nature. Contact allie.andrews@
crest-approved.org if you would like more information.

Videos of the presentations from this year’s event are 
available from the CREST YouTube channel at:  
CRESTCon Australia – YouTube

We will be looking for sponsors for the event and if you 
would like to hear about early bird rates then contact 
debbie.jones@crest-approved.org

CRESTCon Asia Virtual, 2 December

The CRESTCon Asia Virtual conference is a half day event 
that will give attendees the opportunity to watch technical 
presentations.You can book a ticket to attend for free here:  
https://crestconasia.eventbrite.co.uk/

Agenda 

09:00 – 09:30
Welcome and an update on CREST in Southeast Asia, 
Rowland Johnson, President, CREST International

10:00 – 10:45
Lawrence Amer, Cyber Security Manager, DarkLab 
Hong Kong PwC, Bypass the detection & prevention 
obstacle: red teaming technique

11:00 – 11.45 
Sven Schleier, Technical Director, F-Secure Singapore, 
Intercepting Network communication of mobile apps

11.45 – 12:15 
Break

12:15 – 13:00 
Anton Bolshakov, Managing Consultant, IT Defense, 
MDM and client-side controls

13:15 – 14:00 
Jamie Riden, IO ACTIVE, How we hacked some billion 
dollar companies for forty bucks 
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New members

Organisation

Fortis Cyber Security Ltd
Fortis is a leading information security consultancy which has constructed an arsenal of 
information security and risk management services, allowing organisations of any size or 
industry to stay in control of their cyber security.
By being able to identify security risks and detect vulnerabilities, companies will be armed 
with the knowledge to more easily protect themselves, meet and respond to omnipresent 
and evolving cyber threats.
Fortis is an ISO 9001 certified company and certification body for the NCSC Cyber 
Essentials scheme with many customers in many verticals from demanding financial 
services clients to large scale and complex UK Government.
Fortis believes that security should be simple, structure and strong. Simple to enable your 
people to be secure in what they do, structured so you can easily identify what has been 
secured and where are your blind spots and together you will have strong security.

Connect Digital Security
Cyber Security service provider - Protecting UK businesses with comprehensive 
assessments and managed service from our London and Surrey office locations.

CyberQuote Pte Ltd
CyberQuote is an ISO 27001 certified company specializing in financial training and 
information technology solutions such as securities trading & processing systems, starting 
with South East Asia’s first Internet Financial Trading Platform.
CyberQuote provides services in the area of cyber security such as Vulnerability 
Assessment Service, as well as Penetration Testing , Source Code Review, Stimulating 
Phishing & Staff Awareness Program in Singapore and South East Asia.
CyberQuote’s Vulnerability Assessment & Penetration Testing services is extremely popular 
in Singapore & South East Asia. Commercial enterprises that rely extensively on their 
lone database cannot undermine the importance of Cyber Security. Unless you deploy a 
proven measure to safeguard your sensitive data you can never know when hackers can 
malign their integrity.

Nene Cyber Security Ltd
Nene Cyber Security Ltd specialise in the dedicated provision of penetration testing 
services, consultancy and cyber security.

AKATI Sekurity
AKATI Sekurity is a security-focused consulting firm specializing in Cyber Security, 
Infrastructure Security and Computer Forensics. With more than 20 years of experience 
in Cyber Defense & Operations and Cyber Defense Centre Development, we operate in 5 
continents with over 300 global clients, serving them reliable solutions using cutting-edge 
technologies that guarantee results.
AKATI Sekurity has mastered today’s complex and changing information security 
environments through an independent and in-depth risk management consulting 
approach that goes far beyond. Our vast hands-on experience and unparalleled quality 
services are a result of two decades of solving information security challenges. We serve 
our customers innovative and responsive solutions by bringing together the combination 
of reliable technologies, proven methodologies, and best practices.
With its extensive decades of cyber security & computer forensics experience, AKATI 
Sekurity has successfully helped top banks and businesses around the globe in detecting, 
responding and containing data breaches.



Evalian Ltd
Evalian is a data protection and security services provider. We specialise in data protection 
compliance, GDPR, information security, penetration testing and ISO certification consultancy. 
We work with organisations of all sizes, working directly and through partners. Our 
offices are in Southampton, London, Manchester and Dublin. We are certified to ISO 
9001, ISO 27001 and Cyber Essentials.
Our clients operate across multiple markets including healthcare, financial services, travel, 
hospitality, marketing, education, construction, property management, technology, 
software development, software-as-a-service, local government, legal services, critical 
infrastructure and other sectors.

Alvarez & Marsal Disputes and Investigations
Whatever type of cyber incident you encounter — Alvarez & Marsal’s (A&M) cyber security 
experts will contain the breach, preserve your company’s data, and address its vulnerabilities. 
Our global response team of experienced specialists can be engaged within hours and 
will work alongside your team to increase your ability to solve problems and prevent future 
losses. We develop incident response frameworks that are distinct to the needs of your 
company and advise on the numerous risks associated with business operations.
We draw on deep experience in responding to complex crisis situations and anticipating 
future ones. Our team brings an independent, objective, and hands-on approach, 
providing and implementing recommendations for enhanced cybersecurity policies and 
measures. Leveraging our significant technical experience, we are skilled in advanced 
detection and prevention methodologies and provide training for business leaders and 
law enforcement officials around the world.

JDS Australia Pty Ltd
Established in 2003, JDS Australia delivers specialist services in a set of technologies 
and capabilities that ensure critical IT systems work. With an entirely local team of 70+ 
employees, JDS has the trusted skills and experience in IT Monitoring (Observability), 
Security, Service Management, Quality Assurance and Automation, to ensure IT 
works and Australian business carries on. Bringing together expert services, the latest 
technology, and best practices, JDS achieves improved IT outcomes for organisations of 
all sizes, across all industries.

6point6 Ltd
6point6 drive the right change in an organisation through the positive impact of 
technology. 
Leading with strategy, design and architecture, we connect cloud, data, and cyber to 
engineer and deliver large-scale, complex transformations across public and private sectors.
We help you realise the value of your business strategy, allowing you to engage in a more 
meaningful way with your end customers.
Transformation secured.

Kontex Security Ltd
Formed in 2015, Kontex has become a trusted supplier for Information Security Advisory 
Services and Security Technologies to organisations around the world.
Our approach emphasises providing the highest quality of service delivery from a skilled 
and personable team of security experts who care about your needs from the top down.

Brace168 Pty Ltd
At Brace168 we identify and detect your unique security vulnerabilities with our holistic 
cyber security approach, driven by industry best practice. Brace168 builds innovative IT 
and cyber security solutions that work seamlessly across your business, organisation or 
government department, to strengthen and grow as you do.
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New members



Theos Cyber Solutions Ltd
Theos is a pure-play Cyber Security Partner delivering projects and services at high 
professional standards. We work collaboratively with your team to ensure that you 
achieve the outcomes you are looking for. We are talented, trustworthy and agile. We say 
what we do and we do what we say.
Our capabilities span 3 key domains:
• Cyber Consulting & Integration
• Offensive Security
• Managed Detection & Response
Get in touch if you need effective cyber security delivered.

Longwall Security
Longwall Security is a specialist cyber security services provider for end-users, resellers and 
solution providers.
Our managed security services focus on cyber resilience measures to proactively reduce 
and respond to cyber security risks.

EC-Council Global Services Sdn Bhd
EGS is a division of the International Council of E-Commerce Consultants, also known as 
EC-Council.
The EC-Council Global Services division houses some of the finest information-security 
professionals around the globe.
It is a division that is dedicated to help organizations understand and manage their 
cyber-security risk posture effectively. We specialize in developing information security 
knowledge, methodologies, and policies pertaining to information security consulting and 
managed services. EC-Council’s proprietary Licensed Penetration Testing methodology is 
tried, tested, and endorsed by thousands of penetration testers and information security 
experts across the globe, many of whom are working for Fortune 500 companies.
We help our clients make informed business decisions in order to apply their resources 
to protect their organization. We have over 20 dedicated cyber-security practice areas 
informed by the best cybersecurity practitioners, each of whom have dedicated their lives 
to defending organizations from cyberattacks.

FPT Software Co Ltd
FPT Software is part of FPT Corporation (FPT – HoSE) – the global leading technology 
and IT services group headquartered in Vietnam with nearly US$1.2 billion in revenue 
and 28,000 employees. Qualified with CMMI Level 5 & ISO 27001:2013, ASPICE LEVEL 
3, FPT Software delivers world-class services in Smart factory, Digital platform, RPA, AI, 
IoT, Enterprise Mobilization, Cloud, AR/VR, Embedded System, Managed service, Testing, 
Platform modernization, Business Applications, Application Service, BPO and more 
services globally from delivery centers across the United States, Japan, Europe, Australia, 
Vietnam and the Asia Pacific.

Sopra Steria Ltd
Sopra Steria, a European leader in consulting, digital services and software development, 
helps its clients drive their digital transformation to obtain tangible and sustainable 
benefits. It provides end-to-end solutions to make large companies and organisations 
more competitive by combining in-depth knowledge of a wide range of business sectors 
and innovative technologies with a fully collaborative approach. Sopra Steria places 
people at the heart of everything it does and is committed to making the most of digital 
technology to build a positive future for its clients.

Swarmnetics Pte Ltd
Swarmnetics provides cybersecurity assessment services including vulnerability 
assessment, penetration testing, secure code review, secure configuration assessment and 
managed private bug bounty programs.

NEWS:
New members
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CREST is a not for profit company registered in the UK, CREST (Int) company number  09805375

EVENTS Diary:
Month Event & Location Type Date Year

Dec South East Asia Election Webinar 01 Dec 2021

Dec EU Election Webinar 01 Dec 2021

Dec Australasia Election Webinar 02 Dec 2021

Dec Americas Election Webinar 02 Dec 2021

Dec CRESTCon Asia Virtual 02 Dec 2021

Dec PT Focus Group Meeting 03 Dec 2021

Dec 
CTIPs Networking Drinks – 
Bull & Gate, Kentish Town, 
London

Physical Event 09 Dec 2021

Mar Cloud & Cyber Security Expo Physical Event 02-03
Mar 2022

Mar CTIPs Conference 2022 – 
London Virtual Event 03 Mar 2022

Apr CRESTCon Australia  
April 2022 – Canberra Physical Event TBC 2022

May
CRESTCon UK 2022 – Royal 
College of Physicians, Regents 
Park, London

Virtual Event 12 May 2022

Virtual




