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and skilled and competent individuals. CREST 
recommends all members leverage the standard to 
demonstrate the benefits of being CREST accredited 
when bidding for sales opportunities.
CREST has also launched the OWASP Verification 
Standard (OVS).  This new program is designed to 
provide higher levels of assurance to organisations that 
utilize mobile and web-based applications. 
The standard leverages ASVS and MASVS from 
OWASP, and is designed to build more consistent 
and scalable assessment approaches for global 
organisations.  CREST engaged with governments, 
regulators and digital marketplace operators to better 
understand the need for AppSec standards.  
OVS provides a pathway for ensuring that applications 
are assessed with a consistent methodology and deliver 
a consistent series of reports that can be ingested 
and analysed at scale.  The CREST OVS program 
demonstrates strong collaboration with OWASP. 
Collectively, the program is intended to stimulate a step 
change in security assessment standards.
Both CREST OVS and the Defensible Penetration 
Testing standard embrace the concept of accredited 
organisations and skilled and competent individuals. 
Through both of these programs, we are seeing strong 
enrolment in the CREST Skilled Persons Register.  
The register requires individuals to share details of 
their skills, competencies and experience and sign 
up to a code of conduct.  Once submitted, this then 
validates the application by generating a unique 
CREST ID to the individual.  We expect CREST IDs to 
become increasingly common, as an indicator of skills, 
competence and professional standards.
These three initiatives are all core to the updated vision 
that we published early this year.  We will continually 
pursue programs that build trust in the digital world 
by raising professional standards. In addition, each 
of these activities will help deliver measurable quality 
assurance for the global cyber security industry.  We 
hope our members will embrace them, and use them 
to positively differentiate themselves when conducting 
work across the globe.

Rowland Johnson 
President of CREST

CREST has had a busy few months, 
with a series of initiatives being 
launched during July and August.  
The Defensible Penetration Testing 
standard was published in July, after input 
and feedback from CREST companies and 

members from the buying community.  Thanks to everyone 
who contributed to this standard.  CREST plans to 
continually promote it as an exemplar of how a Penetration 
Test should be scoped, delivered and signed off.
The standard is designed to reduce the information gap 
between buyers and service providers. It gives clear 
guidance on the importance of accredited organisations 

https://www.crest-approved.org/membership/crest-ovs-programme/
https://www.crest-approved.org/membership/crest-ovs-programme/
https://www.crest-approved.org/membership/registering-your-skilled-professionals/
https://www.crest-approved.org/crest-defensible-penetration-test/
https://www.crest-approved.org/crest-defensible-penetration-test/
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Nick Benson, CREST 
Chief Executive Officer

Rowland and I have been spending 
an increasing amount of time with 
the members of our International 

Council discussing the way ahead for CREST. At the 
September Council meeting we kicked off a two-
month process to develop and agree a new three-
year strategy and associated goals. 
Council representatives will engage their communities 
to ensure the overall strategy is right for members, 
with a suitable balance of ambition and realism. Once 
the global strategy has been agreed, each region will 
cascade this into a tailored local version.
We will agree a 2023 plan and budget to ensure we 
take a big first step forward in achieving the three-year 
goals. We will, of course, share the plans with you all in 
due course.I would encourage you to engage with your 
regional representatives to feed into the process (the 
contact details for each region can be found on our 
website).
One of the foundations for success is a strong 
secretariat function (CREST staff that run the 
international operation) aligned to the strategic 
priorities. As such, I am pleased to confirm two new 
members are joining the leadership team in October 
and November. 
Mark Grigg has joined as the Head of IT & Change. 
This role will be key to our ability to transform over the 
next few years, digitally but also in every other facet of 
the business.  Mark brings a 20-year rich and varied 
background including a Master’s degree focused on 
organisational change, and has spent the last decade 
in technology leadership roles.
Sarah Kirkpatrick will be joining us as Head of 
Member Engagement. Sarah has worked for the 
last six years in a similar role at another not-for-profit. 
Sarah’s mission will be to engage members effectively 
and ensure there is a really close connection between 
member needs and CREST’s priorities. Sarah will be at 
the forefront of launching CREST 3.0, driving innovative 
ways to communicate with, and engage, our broad 
community.
Separately, I continue to enjoy meeting our members 
and other key stakeholders. CRESTCon UK was a great 
opportunity to do this in July. I was hugely enthused by 
the energy and impressed by the high regard in which 
CREST is held. October included trips to Australia and 
Singapore to meet our regional councils, members and 
regulators as well as speaking at, and attending, some 
conferences. I look forward to reporting back…

Andy Woolhead, CREST 
Head of Global Product

Exam reviews and updates continue to progress at 
pace with welcome engagement from candidates 
and members. Thematics have been exam 
preparation and time constraints which continue 
to be addressed, with encouraging early feedback.  
Ongoing reviews will continue to maintain relevant 
exams which accurately reflect and measure  
candidates’ knowledge, skills and experience - but 
please do continue to send your feedback.
Our journey to scale exams online is challenging. The 
global demand for remotely proctored examinations has 
exploded over the last couple of years, but the industry 
delivering these services is not convincingly catering 
for high value examinations.  We are working with 
several vendors and are in the process of shortlisting 
suppliers against requirements and will work with those 
organisations to identify a robust solution.
Away from certifications, CREST is reigniting its 
Outreach and Research Programme aligned to our 
strategy to build capability, capacity, consistency and 
community in global technical cyber security markets.  
Ultimately, we are looking to build some momentum 
around the value proposition for our members.  In 
terms of outreach, we’re developing a repository of 
information on our website to signpost research papers, 
strategies and other material that may be useful to 
individuals and organisations across the spectrum 
of the cyber community.  We’re looking to add to this 
with the industry vacancies already advertised by our 
members, but welcome recommendations of other 
resources that may be useful to seasoned professionals 
and anyone considering a career in cyber security. 
Within the research part of the programme, we aim to 
bring together our Members and Academic Partners 
to look at research opportunities from both sides, by 
leveraging the relationships we have in place.  
A CREST research working group is being created, 
involving regional research leads, to capture suggestions 
from each region, ensuring all Councils are engaged in 
developing and channelling ideas from their respective 
markets.
Working with regional Academic Partners and 
Member organisations, CREST will join the dots by 
engaging with individuals and organisations, publicise 
the programme and provide assistance whenever 
necessary, by running webinars or workshops.  It might 
be horizon scanning to determine future threats, new 
methodologies or even market opportunities – but we 
should only be bounded by our imagination.
If you have any suggestions for the website-based 
information repository, or would like to discuss the 
prospect of research collaboration, please contact 
marketing@crest-approved.org

https://www.crest-approved.org/regions/crest-international/
https://www.crest-approved.org/regions/crest-international/
mailto:marketing%40crest-approved.org?subject=
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Your chance to get involved 
in shaping CREST’s future 
 
Elaine Luck, 
Head of Governance & Legal 

As members will recall, at the end of last year we 
set up a Council in each of our Regions – Americas, 
Asia, Australasia and Europe – as well as retaining 
a separate Council in the UK as CREST’s founding 
Chapter. 
Each Region held an election among members to 
create a Council. These now meet quarterly to discuss 
strategies and activities relevant to their region. Each 
region is represented on the International Council by 
their Chair who feeds matters of strategic importance 
into CREST.
This exercise, alongside the election of members to 
the Focus Groups (see below) and the adoption of 
refreshed Articles of Association and byelaws for CREST 
International at the EGM earlier this year, has resulted in a 
consistent and democratic governance structure across 
the entire global CREST structure. It provides a means for 
all members to get involved in shaping CREST’s future 
strategies.

Focus Groups

At the request of member companies, CREST 
reinvigorated its Focus Groups and established one 
for each discipline with global membership of each. 
A member company accredited to any discipline(s) is 
automatically a member. The terms of reference are 
mirrored for each of them.
Each Group’s terms of reference prescribe an 
allocation of seats on the sub-committee based on 
the number of members accredited in a region. This 
ensures global input to discussions. Elections were 
held to set these up followed by elections to elect a 
Chair and Vice-Chair to both lead the sub-committee 
and also the main Focus Group. The membership of 
each Focus Group’s sub-committee is available here: 
CREST Focus Groups - Crest (crest-approved.org)
The next piece of the jigsaw was for each Focus Group 
to select a representative from their sub-committee to 
represent the discipline on the International Council.  
Those representatives are now in place, as follows:

Discipline Name Company Country

Penetration 
Testing

Tony 
UcedaVélez VerSprite USA

Incident 
Response Adrian Shaw Nettitude UK

Intelligence-
Led Testing

Chathura 
Abeydeera KPMG Australia

Threat 
Intelligence Jason Smart PwC Australia

SOC Alan 
Freeland DigitalXRAID UK

Jonathan Armstrong, 
Principal Accreditor

The CREST OVS Program is now live. All Accredited 
Penetration Testing members should now have access 
to the application form, via the Membership Application 
Portal. 
For members not currently Accredited to the 
Penetration Testing discipline, access can be granted 
if you would like to complete a joint application for 
both Accreditations. Please reach out to the team 
at newmembers@crest-approved.org and we will 
arrange this for you. 
Additional information is also available via the programs 
tab. An outline of questions asked is presented in the 
specification document, available for download. This 
specification is designed to assist with your preparation 
in gathering required information and completing the 
application form via the Membership Application Portal.
Work continues with the Skilled Person Register. We 
will be presenting insights gained from this to focus 
groups and councils during the final quarter of 2022. 
This will feed into the wider conversation around skills 
and knowledge, and will help to inform the certification 
requirements in future and existing accreditations 
offered by CREST.
Please continue to encourage your teams to complete 
their registration if they have not already done so. If you 
would like assistance with the Skilled Person Register, 
please contact: portal@crest-approved.org

https://www.crest-approved.org/crest-focus-groups/
https://www.crest-approved.org/crest-focus-groups/
https://www.crest-approved.org/membership/crest-ovs-programme/
https://www.crest-approved.org/membership/registering-your-skilled-professionals/
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Alan Thomson, 
Communications Manager
I’m pleased to report members are receiving concrete 
sales leads from potential buyers via the CREST 
website.
We relaunched the website in April, with a new look 
and improved functionality. The aim was to improve the 
connection between buyers looking for cyber security 
services and CREST member companies.
Since relaunch, more than 380 Supplier Enquiry forms 
have been sent by buyers to CREST members enquiring 
about their services. In addition, more than 80 Request 
Callback forms have been submitted to members.
Buyers are searching the member database and then 
viewing members’ profile pages which serve as shop 
windows for our members and their services.
Most members have now logged into the website and 
regularly update their profile content. This includes 
adding imagery, updating company information and 
contacts as well as adding links to jobs and events. Jobs 
are also displayed on our Industry Vacancies page.
To date, two thirds of all Supplier Enquiry forms have 
been sent to members who have updated content on 
their profile pages. 
There are still some members who are yet to login to the 
site and update their profile pages. I would urge those 
members to make use of this facility, not least because 
it ensures Supplier Enquiry and Callback Requests are 
sent to the desired mailbox - and that you present your 
company in the best possible light to potential clients. 
Further improvements are being made to the website’s 
‘Find a Supplier’ search functionality, which will deliver 
more powerful search, selection and contact options. 
These are due to be launched soon, so now is the time 
to login to the site and get your profile page updated 
and looking tip-top.
If you have any problems logging into the CREST website 
then please contact rebecca.mole@crest-approved.org 
or myself alan.thomson@crest-approved.org

Subscriptions and fees update

CREST was founded in 2006 and the annual fee for 
Company Membership has remained unchanged 
since inception. We are proud that this has given a 
real-terms reduction in fees year-on-year to all our 
loyal members.
The CREST International Council, the body that 
represents members, has set an ambitious three-year 
strategy to ensure the development of an enhanced 
member value proposition and continued success. 
As with all transformation, this will require investment 
which, as a not-for-profit, must come from surpluses 
that are accumulated over time.   
In parallel, CREST is not immune to the inflationary 
cost pressures that we know members also face. As a 
result, the International Council has made the decision 
to increase membership fees, whilst making every effort 
to keep these to a minimum.
To find out more about the new fees please visit the 
CREST website https://www.crest-approved.org/
membership/annual-membership-fees/
We are discontinuing the Chapter (country) subscription 
from 1 January 2024 as our members increasingly 
operate cross-border and gain benefit from the 
opportunity to promote CREST services regionally and 
globally. The Chapter subscription will still be available 
in 2023. 
We thank all our members for their continued support of 
CREST and we look forward to working with you in 2023 
and beyond. 

https://www.crest-approved.org/education/industry-vacancies/
mailto:mailto:rebecca.mole%40crest-approved.org?subject=
mailto:mailto:alan.thomson%40crest-approved.org?subject=
https://www.crest-approved.org/membership/annual-membership-fees/
https://www.crest-approved.org/membership/annual-membership-fees/


NEWS:
Exhibitions and Events review 
Cyber Security Asia (CSA) 15-16 August 2022 in Malaysia

Hack In The Box (HITB) 
25-26 August 2022 in Singapore 

CREST exhibited at this event. Paul Craig of 
CREST member company, Vantage Point, 
and the CREST Asia Council attended 
with Sven Schleier, Technical Director at 
CREST member company, WithSecure, and 
OWASP. 

CREST spoke at this event. 
Emil Tan, CREST Chair in Asia, 
was on a panel of experts from 
Darktrace, XCITIUM, NSW 
University, Forcepoint and 
Everbridge.



NEWS:
44CON 2022 

CREST exhibited at 44CON on 15-16 September. 
CREST has partnered with 44CON over a number of 
years, and once again 44CON did not disappoint.  
There were several interesting presentations and 
workshops, followed by networking drinks and tasty 
food.

Both days were busy and CREST enjoyed speaking to 
many people new and old across the industry. Andy 
Woolhead, Adriana Costa-McFadden and Emil Tan 
were at the event.



NEWS:
International Cyber Expo 2022

CREST exhibited at International Cyber Expo on 27-28 September. A full two day of conference and large exhibition 
space with lots of interesting interesting attendees that visited the stand. Followed by networking drinks on 27th.

The days were busy with a large number of enquiries. CREST enjoyed speaking to many people new and old 
across the industry. Adriana Costa-McFadden, Sally Fitzmaurice, Jessica Ludlum and Diana Cole-Williams helped 
on the stand from the CREST team.  Nick Benson and Jonathan Armstrong also attended.

We had lots of fun with the caricaturist on the opposite stand and quite a few people had their caricature done.
Please find here a link to a few words Nick Benson said at the event.

https://www.linkedin.com/feed/update/urn:li:activity:6980805839636811776/
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Latest CREST Video & Podcast Content 

Here is a selection of the latest video content on the 
CREST YouTube channel: 
Is Gamification the Future of Cybersecurity Training or 
Just the Latest Buzzword? – Melanie Oldham, (Bob’s 
Business) 
https://www.youtube.com/watch?v=wjPnl8QY_mk

Succeeding at cybersecurity - John Fitzpatrick (CTO, 
JUMPSEC)  
https://www.youtube.com/watch?v=XsUCxQomylM
Investigating links between Iranian hacktivists and 
nation state groups – Rhianna King (SecAlliance) 
https://www.youtube.com/watch?v=wrzgWJblljo

Here is the latest podcast content on the website: 

The Borderless World of Cyber Crime with Greg Francis 
& Rob Harris 
https://open.spotify.com/episode/3nfeEjOXkCDcdyk
QM6EBhK?si=ef26289ea4c449fa&nd=1

The Value of Cyber Non-Profits with Tom Brennan & 
Tony Sager 
https://open.spotify.com/episode/0S9ulHGYObwZue
11dEtJJO?si=e789c624f04f4403&nd=1

Call for content 

If you have educational technical content that you 
would like to shout about, we can host a live webinar 
with you or pre-record a webinar and broadcast. 

Whatever works best for you. 
Just contact marketing@crest-approved.org to 
discuss any webinar ideas you have. 

After the webinar, content can go on the CREST 
YouTube channel to be watched on demand 
www.youtube.com/crestadvocate. 

CyberTech Talks, the CREST podcast channel 
has launched. If you would like to suggest any 
ideas for future guests - or take part yourself - then 
please contact the podcast host to discuss - 
rachel.williams@crest-approved.org

News - International Roundup

America’s Update
Tom Brennan, Chair Americas Council

A highlight for the Americas Council was our involvement 
in the launch of the CREST OWASP Verification Standard 
(OVS) at BlackHat/Defcon in August.
The idea for this exciting new CREST accreditation 
grew from the Nonprofit Cyber coalition, of which 
CREST is a founding member, along with OWASP. 

OVS is underpinned by OWASP’s Application Security 
Verification Standard (ASVS) and Mobile Application 
Security Verification Standard (MASVS), allowing 
CREST to leverage the open-source community to build 
and maintain global standards and deliver a global web 
and mobile application security framework. 

CREST continues to build capacity, working with 
Nonprofit Cyber locally in the Americas and globally.

We’ve been busy at events including, most recently, the 
National Cyber Summit on September 21-22: 
https://www.nationalcybersummit.com/

We will also be playing an active role in supporting 
October’s Cyber Security Awareness Month in the USA 
as one of the championing organizations. 
https://staysafeonline.org/programs/cam-2022-
champion-organizations/

We welcomed Tony UcedaVélez, CEO of Versprite, as 
Vice-Chair of the CREST Pentesting Focus Group.  

Laura Wright has joined the US team as a regionally-
focused assistant. You can contact Laura at 
laura.wright@crest-approved.org

The next CREST Americas Council meeting is 
scheduled for October 26th. 

Asia Update 
Emil Tan, Chair CREST Asia Council

It has been a busy couple of months for the CREST 
Asia Council.

Since the beginning of the year, the CREST Asia 
Council has been a regular feature at many 
cybersecurity events — Black Hat Asia, Singapore’s 
National Youth Cyber Exploration Programme (YCEP), 
Cybersecurity and Threat Intelligence Summit (CSTI), 
Cyber Security Asia, Hack In The Box (HITB), and many 
more. Being involved in these events has allowed us to 
keep our ears on the ground, reach out to our members 
— to stay relevant in the cybersecurity ecosystem — 
and advocate CREST’s values and initiatives to the 
broader community. 

https://www.youtube.com/watch?v=wjPnl8QY_mk
https://www.youtube.com/watch?v=XsUCxQomylM
https://www.youtube.com/watch?v=wrzgWJblljo
https://open.spotify.com/episode/3nfeEjOXkCDcdykQM6EBhK?si=ef26289ea4c449fa&nd=1
https://open.spotify.com/episode/3nfeEjOXkCDcdykQM6EBhK?si=ef26289ea4c449fa&nd=1
https://open.spotify.com/episode/0S9ulHGYObwZue11dEtJJO?si=e789c624f04f4403&nd=1
https://open.spotify.com/episode/0S9ulHGYObwZue11dEtJJO?si=e789c624f04f4403&nd=1
http://www.youtube.com/crestadvocate
mailto:rachel.williams%40crest-approved.org?subject=
https://www.crest-approved.org/nonprofit-cyber-launches-with-crest-as-a-founding-member-2/
https://www.nationalcybersummit.com/
https://staysafeonline.org/programs/cam-2022-champion-organizations/
https://staysafeonline.org/programs/cam-2022-champion-organizations/
mailto:mailto:laura.wright%40crest-approved.org?subject=
https://www.crest-approved.org/regions/region-americas/
https://www.crest-approved.org/regions/region-asia/
https://www.crest-approved.org/regions/region-asia/
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In addition to being present at events, the CREST 
Asia Council has been having in-depth conversations 
with governments and regulators in Singapore and 
Malaysia. 

Discussions have centred around how CREST’s 
expertise in accreditations and certifications can raise 
the capabilities and capacity of cybersecurity services 
provided in these countries. 

CREST executive leadership team will also be coming 
to Singapore’s flagship Singapore International Cyber 
Week (SICW) in October to accelerate some of these 
conversations. 

To solidify the CREST Asia Council as a strategic 
partner in pushing the region’s cybersecurity skills 
and competencies, we are working towards several 
memorandums of understanding to be signed with 
various national cybersecurity government agencies, 
cybersecurity associations, and academic institutions 
and organisations. 

Over the past years, most CREST activities have 
generally centred around Singapore. To build a more 
active CREST community beyond Singapore, the 
CREST Asia Council will set up Working Groups that 
focus on driving conversations in countries such as 
Malaysia and Indonesia. 

Finally, the CREST exam centre in Singapore — held 
at Red Alpha Cybersecurity’s test centre — is now live, 
and initial sessions have concluded successfully. More 
tests are carried out at the end of each month, which 
started in August 2022.

Australasia Update 
Nigel Phair, Chair Australasia Council 

CREST in Australasia continues to provide support 
to member companies and related stakeholders at 
a high tempo.  Engagement with the Commonwealth 
government has been taking place with positive 
feedback being received for the CREST mission. 

A workshop for owners/operators of critical 
infrastructure was held as part of the Australian 
Information Security Association’s annual CyberCon 
conference in October 2022. Held in conjunction with 

the Cyber and Infrastructure Security Centre, this event 
provided guidance for organisations which falls under 
the new critical infrastucture reporting regime.

Similarly, planning is continuing for events in Wellington 
and Auckland, New Zealand in November 2022.  
These events will be panel sessions comprising 
representatives of New Zealand-based CREST member 
companies to update the cyber security buying 
community on the latest trends and issues surrounding 
online crime and related mitigations.

Exam venues continue to be scoped out, with testing 
of both latency and speed in a number of capital city 
locations. While some CREST exams are currently 
available online, with significant work being undertaken 
to expand this offering, we aim to conduct in-person 
exams in Sydney and Melbourne during the remainder 
of 2022.

UK Update 
Rob Dartnall, Chair UK Council

Though the dust is settling on an excellent CRESTCon 
UK, we are busy working on driving value to CRESTCon 
attendees. We will be looking at a new format for 2023 
and further enhancements in 2024. Though we are still 
keeping quiet about the details, we are excited and 
know you will be also. The intent is to make sure our 
members get more value from attending, get to spend 
more time together and get insights that they cannot 
get elsewhere. Stay tuned…

The UK Council met recently to discuss the new 
three-year strategy. Though CREST is developing 
an international strategy, it is important that the UK 
maintains a UK focus on a UK strategy that supports 
our mission to build Capability, Capacity, Consistency 
& Community. 

The strategy will also look to create more commercial 
opportunities for member companies, better empower 
the council and the focus groups and build deeper 
relationships with regulators. While the strategy is being 
drafted, if you have any thoughts you wish to share on 
the CREST UK Council strategy, please do share these 
with either myself or any of the council members. 
 

https://www.crest-approved.org/regions/region-australasia/
https://www.crest-approved.org/regions/region-uk/
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New members

Organisation  
Bluesify Solutions sdn Bhd 
Bluesify is one of nations’ largest managed cyber detection and response providers.  
We provide solid and comprehensive protection to minimize cyber attacks and help 
customers uplift their cyber security capabilities.
Coupled with unparalleled experience and unmatched expertise, we help implement 
a holistic cyber security programme across all relevant digital journey platforms of 
our customers.
No more breach.

Kumosec
Kumosec provides value assurance services such as penetration tests to ensure 
organisations get the services they need from Kumosec’s qualified cyber security 
specialists, all at practical prices.
Kumosec specialises in web application penetration tests and infrastructure 
penetration tests, with experienced testers that love finding vulnerabilities and 
ensuringorganisations understand risks and how they can be resolved.

Agrim AS
Agrim is on a mission to provide transformational solutions and services in the digital 
security and technology enablement space. We aim to do so on a solid foundation of 
core values, agility, flexibility and domain expertise.
Our core offerings are in digital security and digital consulting services. In digital 
security, we offer end-to-end solutions and services ranging from strategy consulting, 
cyber risk assessment, cloud security, vulnerability assessment, phishing awareness 
to business resilience and data privacy services, third-party risk management 
and IRM solutions implementation. Within digital consulting, we offer technology 
consulting, cloud transformation, intelligent automation, and program management 
services.
We cover the entire gamut of people, process, and technology capabilities to usher 
in a new digital world for our clients across diverse sectors. We are focused on 
enabling personalized delivery for our valued clients.

Stone Cybersecurity
Stone Cybersecurity was incorporated by a group of security professionals who wish 
to bring quality services and solutions to the masses without the large price tags that 
major security houses have established.
IT Security is no longer a luxury.
It is a NECESSITY.
As cybercriminals evolve in their methods, tactics, and tools, it is becoming much 
more difficult for organizations to protect themselves on their own - and dangerous to 
have a negligent attitude towards cybersecurity.
Multi-layered services such as Vulnerability Assessment and Penetration Test 
are there to help organization’s identify weaknesses and vulnerabilities of their IT 
Infrastructure or web applications to help increase their security posture and ensure 
that they receive the proper guidance to help address known issues.
During assessment, ethical hackers will find, enumerate and exploit any 
vulnerabilities in a safe way on the IT infrastructure.



Salus Digital Security Ltd 
Our range of CREST cyber security penetration testing services helps organisations 
effectively manage cyber security risk by identifying, safely exploiting and helping 
remediate vulnerabilities.
Salus Cyber has the skills and knowledge to guide organisations through the pen 
testing process, from scoping though to remediation. Testing scope is defined with our 
clients to align with regulatory requirements to assess and evaluate the effectiveness of 
technical and organisational controls. 
Reporting is configured and bespoke to the organisation we serve, with business 
strategy and associated risks addressed to the boardroom. Our experienced team of 
pen testing experts has extensive experience of working with organisations of all sizes, 
across a wide range of industries.

Spentera 
Spentera is a security consulting company specialising in in-depth penetration testing, 
incident response and digital forensic and Red Team. Our comprehensive portfolio of 
services has contributed to the security of many widely-used applications, effectively 
helping in keeping them off the vulnerability mailing lists.
We also offer digital forensics services to law enforcement agencies, government 
agencies, organisations and the general public. The services are offered based on the 
systematic foundation of digital forensics methodology, which involves digital evidence 
collection, preservation, analysis and presentation.
We have been working closely with our international and domestic customers for over 
seven years, assisting them with the safe exploitation of new technologies for their 
competitive advantage.
Netpluz
FSP is a leading digital transformation specialist that combines real world experience 
in Netpluz is a one-stop managed IT & communication service provider in Singapore 
that delivers reliable, high-performance communications services to businesses 
across the Asia Pacific Region.
As one of the leaders in managed IT communication industry, we have established 
a reputation in providing fast and efficient solutions for your data, voice, video, 
cybersecurity, mobility and analytics needs.

Microminder Cyber Security
Cyber security is an ever evolving realm that requires a combination of expertise, 
technology, proactive approach and continuous diligence. At Microminder we’ve got 
it covered. 
We put our clients at the centre of what we do, we listen to our clients. From extensive 
industry experience, we understand their challenges and we create solutions to 
overcome them.

Wilbourne
Wilbourne is a specialist cyber security consultancy who deliver comprehensive and 
bespoke cyber security services to accelerate our clients’ security maturity. 
Wilbourne believes in promoting security growth by offering a fresh approach to 
traditional budget and time limited engagements and paves the way for thought 
leading cyber security services.
These services include cyber advisory and training, simulated cyber attacks and 
testing, cyber crisis management and incident response.
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NSFOCUS
NSFOCUS is an iconic internet and application security company with over 22 years of 
proven industry experience. Today, we are operating globally with 5,000+ employees 
at two headquarters in Beijing, China and Santa Clara, CA, USA with 50+ offices 
worldwide. NSFOCUS protects six of the ten largest global telecommunications 
companies and four of the five largest global financial institutions.
With its multi-tenant and distributed cloud security platform, NSFOCUS effectively 
moves security into the internet backbone by: operating in data centers around 
the world, enabling organizations to fully leverage the promise of cloud computing, 
providing unparalleled and uncompromising protection and performance, and 
empowering our partners to provide better security as a service in a smart and 
simple way. NSFOCUS delivers holistic, carrier-grade, hybrid DDoS and web security 
powered by industry leading threat intelligence.

Cortida
Cortida Limited is a specialist information and cybersecurity consultancy and expert 
at understanding information security risks, creating appropriate security destinations 
and reducing risk at the fastest rate.
Cortida services sit across 6 domains, namely:
•  Consulting services that help organisations identify and remediate information 

and cybersecurity risk, introduce security best practice, and meet and maintain 
compliance obligations

•  Testing services help organisations identify and mitigate potentially exploitable 
vulnerabilities

•  Detection and response services help organisations monitor network traffic for 
threats and then respond to incidents in a planned and managed manner

•  Audit services prepare organisations for external security assessments and 
provide certifying audits against PCI DSS

•  Virtual Support services provide expert led on or off-site support services help 
organisations progress projects and govern security and privacy without the 
expense of large internal teams.

TIC Defense
TIC DEFENSE specializes in innovative and comprehensive cybersecurity solutions 
to safeguard the most strategic assets: processes, the human factor and technology, 
allowing the establishment of a robust cybersecurity ecosystem and achieving 
organizational cyber-resilience.
“Passionate about Cyber Security.”
Through our specialized solutions and services in cybersecurity, cyberintelligence 
and cyberresilience, TIC Defense helps Organizations to protect themselves against 
cyber risks, defend themselves and limit the severity of attacks and guarantee their 
continued survival despite an attack.
Our main services are:
• Cybersecurity Operations Center “SOC”
• Governance, Risks and Regulatory Compliance in Cybersecurity “GRC”
• Supply chain security
• Cloud security
• Pentest and Analysis of Vulnerabilities
• Red Team
• Threat hunting
• Threat intelligence
• Financial security
• Computer Emergency Response Team “CSIRT”
TIC Defense has specialty accreditations such as MSSP before the main cybersecurity 
manufacturers, in addition TIC Defense is certified in the ISO 9001, ISO 27001, ISO 
20000-1 and ISO 22301 standards, and has the PCI QSA DSS accreditation and its 
CSIRT is accredited by the main global cyber incident response forums.
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Bulletin
OCT 2022The Script EVENTS Diary:

Month Event & Location Type Date Year

Oct SICW, Singapore
Singapore 
International Cyber 
Week

17-21 2022

Oct Cyber Security Malaysia ACE Conference, Awards 
& job fair exhibition 17-22 2022

Oct Govware, Singapore Conference & 
Exhibition 18-20 2022

Nov Asia Security Exchange 
(ASX) 2022, Indonesia 

Conference & 
Webinars 3 2022

Nov Access to Cyber Security 
Day 

Conference & 
Webinars 9 2022

Nov
HackaDay 2022: 
Cybersecurity Conference, 
Hong Kong

Competition, 
Conference & 
Exhibition

24 2022

Nov ILPT Networking drinks Networking TBC 2022

Nov
Cyber Security & Data 
Protection Summit, QEII 
Centre, London, UK

Partner conference 
& exhibition 17 2022

Dec CTIP’s networking drinks Networking 8 2022

Dec CYS Summit, Singapore Conference & 
Exhbiition 21-23 2022

Jan SINCON, Singapore Conference & 
exhibition 5-6 2023

April UK Cyber Week Partner conference 4-5 2023

May CRESTCon UK Conference TBC 2023

Sept CRESTCon Australia Conference TBC 2023

For more information about any CREST events please contact 
marketing@crest-approved.org

Partner exhibition and event information
Cyber Security & Data Protection Summit 2022
17th November – QEII Centre, London, UK
www.cybersecuritysummit.co.uk
CREST is exhibiting, and also speaking at the event. 
CREST Members are offered 25% off tickets.

SINCON 2023
5-6 January -  Voco Orchard, Singapore
CREST is speaking and exhibiting at the event. 
www.infosec-city.com.

Seven Stars House  |  1 Wheler Road  |  Coventry  |  West Midlands  |  CV3 4LB  |  United Kingdom  
CREST is a not for profit company registered in the UK, CREST (International) company number  09805375


